
Services (Banking, 
Financial)

60%

Government/
Essential services

54%

Telco/Tech/ 
Comms

55%

Retail/Hotel/
F&B

43%

Transport and 
Logistics

45%

Manufacturing

55%

SERVICES SECTOR REPORTS HIGHEST THREAT LEVELS

Securing IoT/OT

Identity and access management 

Adopting cloud security 44%

40%

40%

TOP CYBERSECURITY STRATEGIES 

63%

66% INCREASE IN CYBERSECURITY BUDGET

79% 68% 73% 49%

CYBERSECURITY CONFIDENCE LEVELS ARE GROWING IN  ASEAN 

9 in 10 organizations from Manufacturing, Essential 
services and Transportation perform assessments and 
forensics for OT related cybersecurity incidents

84% of organizations 
have a 5G strategy

EVOLVING CYBERSECURITY CHALLENGES ACROSS ASEAN

Increased security risks arising 
from unmonitored and 
unsecured loT devices

Risk from personal device/s and 
home networks accessing the 

corporate

Increasing digital transactions 
with suppliers and other third 

parties

60% 47% 47%

66%

31%

3%

Increased

Remained Same

Decreased

BUDGET FOR CYBERSECURITY
FOR 2023 VERSUS 2022

HOW OFTEN IS CYBERSECURITY
DISCUSSED AT THE BOARD LEVEL

83%

15%
2%

QUARTERLY

BIANNUALLY/ YEARLY

NEVER OR RARELY

AI LEADS IN THE TOP TECHNOLOGIES TO BE USED IN THE NEXT 2 YEARS

Al (including machine learning, 
predictive analytics, voice 

recognition, sentiment analytics)

Big data / data lake 
applications

43%

Distributed Ledger Technology 
(DLT) including blockchain, 

ledgers, smart contracts

38% 37%53%

5G

Over 80% cybersecurity 
discussions at the 
board level on a 
quarterly basis

90% of SEA businesses feel 
confident their current 

security measures can protect 
against cyber threats

90%80% Among small 
businesses

81%
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