
Are you leaving your cloud open to attacks?

80% 
of security alerts come from users 

repeating the same mistakes

60% 
of organizations take longer than four 

days to resolve security issues

66% 
of cloud storage buckets 

contain sensitive data

83% 
of organizations have hard-coded 

credentials in source code

At least

7,300 malicious open-source software 
packages were discovered in 2022

51% 
of codebases depend 

on more than 100 
open-source packages 

76% 
of organizations don’t 
enforce MFA for cloud 

users

63% 
of codebases in production 

have unpatched 
vulnerabilities rated 

high/critical

NAVIGATING 
THE EXPANDING ATTACK SURFACE 
T H E  K E Y  F I N D I N G S  F R O M  U N I T  4 2  C LO U D  T H R E AT  R E P O R T

Get the full report
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